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· CHAPTER 13: STATISTICS, SCALABILITY, SECURITY, and SPAM

· Statistics Counters
· Allow webmasters to see which content is actually attracting visitors.

· Stats show what content is working and what content isn’t.

· Various methods available:

· web server creates log files for each request it handles, then creates human-friendly information

· include a snippet on every page of a site (usually JavaScript); it reports to a central server which accumulates the data and makes it meaningful

· both methods have WP plugins

· AWStats – the oldest & most reputable program

· runs on a server or log files can be downloaded to a local machine

· is open source with a robust user community

· sometimes loses track of dates due to a system admin error

· Google Analytics – current hot property in hosted web traffic stats

· has an intuitive user interface

· requires you to report all of your traffic to Google (e-mail, calendar, web stats)…do you want to surrender that much data?

· JetPack by WordPress.com – bundles several WP features into a single plugin

· WP System Complexity

· The more plugins used, the harder it is for a browser to render a page.

· By its own estimate, a simple page load for an average home page results in 860 different functions being performed.

Caching

The goal of web server caching is to keep frequently accessed files and popular chunks of code in memory and ready to serve or execute.

Caching delivers a request for a page without going through additional code or database accesses.

WP caching improves access time to content extracted from MySQL.

Spam

1. Approaches to comment moderation:

2. slow down the spammers – require commenters to register as site users…this may prevent passing-by users from joining the conversation

3. moderation – hold all posts for approval by the system admin…this puts the burden on you

4. blacklist IP addresses – repeat spammers can be blocked… but its an endless job because they use botnets to frequently change IP addresses

5. CAPTCHA – Completely Automated Public Turing test for telling Computers and Humans Apart – requires everyone to enter some additional, dynamic piece of info

6. Automated spam detection – available in most WP theme dashboards…word blacklists can be effective (i.e. Vicodin, Viagra, Rolex watches)

7. Akismet – a WP plugin that runs each new comment through a database of spam comments, then decides whether or not to block it…it’s website claims 80% effectiveness
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Some estimates are that up to 20% of CAPTCHAs are ineffective.
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